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**Technical Specifications**

1. **PSVC Product Categories**

Listed below is a summary of the categories of products and services that may be solicited under this EPL.

* 1. **Body Worn Cameras**

Video Cameras and/or other data recording equipment that is worn or otherwise attached to a person for the purpose of capturing data from the wearer’s perspective. The device must be capable of storing the recorded data locally or via secure connection to another storage device for retrieval later.

* 1. **Dashboard Cameras**

Video and other data recording equipment to be permanently mounted on a vehicle. The device must be capable of storing the recorded data locally or via secure connection to another storage device for retrieval later.

* 1. **License Plate Readers**

Automated cameras that capture images or video of a vehicle license plate, registration information, and record the date, time, and location of the vehicle. The device must be capable of storing the recorded data locally or via secure connection to another storage device for retrieval later. Includes in-vehicle mounted readers, portable readers, and fixed location readers.

* 1. **Surveillance Units**

Platforms for temporary or permanent deployment of surveillance equipment that may include self-contained recording equipment and a power source. The device must be capable of storing the recorded data locally, then transmit via secure connection to another storage device or service for retrieval later. The device must be designed to facilitate multiple deployments at different locations.

* 1. **Radio Systems**

Specialized communication devices that facilitate reliable and secure voice and data communication among various agencies and personnel. Systems and devices whose purpose is ensuring effective coordination and responses during emergency situations or any other public safety scenarios. Includes both end user devices as well as dispatch equipment**.**

* 1. **Software, Equipment, and related Support Services**

Includes required supporting equipment, licensing, subscription, and/or services for data storage, data management tools, software with related maintenance and/or license fees, and related peripherals.

* 1. **Security Cameras and Access Control Systems**

Building Security Cameras and Access Controls Systems whose purposes are to monitor and control movement of personnel within a facility. The devices in this category must be network capable and/or computer automated.

1. **Category Minimum Specifications**

Detailed for each category are minimum specifications that all products purchased through this EPL must meet. EPL customers will add additional requirements beyond what is listed here when soliciting vendors. No product sold through this EPL should fall below any of the specifications listed hereunder. Some category specifications may include additional information about what types of products are include in its scope.

* 1. **Body Worn Camera Mandatory Product Specifications:**
		1. All wiring, cables, clips, or other methods of attachment required for the device to function properly shall be designed to disengage to prevent the wearer from becoming entangled.
		2. The System shall produce a method to log all recordings, deletions, and edits. These reports shall also indicate which items have been deleted, edited, the time and date when changes were made, and who performed the actions.
		3. The System shall prevent unauthorized alteration or deletion of records and recorded data.
		4. The System shall be capable of establishing the start of a predetermined retention period for any data stored by a date or other event trigger.
		5. The System shall have total capability to access, search, and retrieve recorded data entirely throughout the predetermined retention period.
		6. The capability to restrict access to certain videos.
		7. Equipment must be capable of operating in a temperature range of at least 20° F – 115° F
	2. **Dashboard Camera Mandatory Product Specifications:**
		1. Product must not interfere with normal operation of the emergency vehicle; and must not create a safety risk for operator or passengers.
		2. Product shall not cause interference with any other electronic systems in operation (radio, computer, speed detection, etc.)
		3. Product shall have “low battery’ indicators and provide process for system to power down without causing any damage to recording device or data storage unit.
		4. Product must be a complete mountable solution to accommodate different types of vehicles, without degrading original equipment performance.
		5. Monitor should include a non-glare touch screen or mechanism to control recording in the vehicle.
		6. System recording should be in a non-proprietary video format.
		7. Recording should be both audio and video, with separate channels and capabilities of recording events inside and outside the vehicle simultaneously.
		8. System must have wireless upload capabilities, and if upload process is interrupted, upload will resume from point of interruption.
		9. System shall have a secure method to access camera system to prevent any unauthorized access to recording device.
		10. System shall have ability to allow user input for data/metadata associated with tagged recordings.
		11. Digital video file must provide ability to determine and authenticate an original file or indicate if file has been modified.
		12. All items installed in the interior of a vehicle shall meet the requirements in the Federal Motor Vehicle Safety Standards.
		13. System must conform to the applicable standards as set by the following:
			1. Electronic Industries Association (EIA)
			2. Federal Communications Commission rules and regulations (FCC)
			3. Institute of Electrical and Electronic Engineers (IEEE)
			4. International Electro technical Commission (IEC)
			5. International Organization for Standardization (ISO)
			6. National Fire Protection International (NFPA)
			7. National Highway Traffic Safety Administration (NHTSA)
			8. Society of Automotive Engineers (SAE)
			9. Underwriters Laboratories Inc. (UL)
		14. Products must include the necessary mounting equipment and installation instructions so that properly installed equipment will be in accordance with the Federal Motor Vehicle Safety Standards at the time of purchase.
		15. Equipment must be capable of operating in a temperature range of at least 20° F – 135° F
	3. **License Plate Readers Mandatory Product Specifications:**
		1. Systems and individual cameras must function at night and in dim lighting situations without external lighting required other than the lighting that is integrated within the hardware.
		2. This device captures an image of the vehicle for identification / verification purposes.
		3. Systems should be able to cover multiple traffic lanes from a single system; Individual cameras must be able to capture two lanes of traffic concurrently.
		4. Must have a frame rate high enough to capture fast-moving vehicles.
		5. Ruggedized design to operate in multiple weather and environmental conditions.
	4. **Surveillance Units Mandatory Product Specifications**
		1. For this category, surveillance is defined as the monitoring of a location for specific activities or individuals. Devices whose sole purpose is something other than surveillance, such as building security cameras, are excluded. Devices with multiple use-cases are allowable but are not to be used for anything other than surveillance. For building security cameras, refer to the category Security Cameras and Access Control Systems.
		2. Includes:
			1. Permanently mounted equipment
			2. Mobile devices for deploying Cameras, License Plate Readers, or Sound and Lighting equipment
		3. Ability to connect with network, Cellular, and Wi-Fi Communication to securely transfer data to another device or store data for retrieval later.
		4. State Agencies are required to use the Master Cellular Voice and Data Service and Equipment Agreement.
		5. Additional Mobile Surveillance Unit requirements:
			1. GPS equipped
			2. Anti-theft safeguards.
			3. Utilizes batteries, solar panels, generators, or any power storage or producing components to allow for extended operation without an external power source.
	5. **Two-Way Radio Systems Product Specifications:**
		1. Must meet current TIA/EIA standards for Public Safety Radio systems.
		2. If utilized on the MSWIN system, must be P25 Phase II compliant.
		3. Includes:
			1. Base Station/Repeater (Paging terminals proposed here)
			2. Dispatch Console (Console furniture proposed as an option)
			3. Mobile
			4. Mobile Data
			5. Portable/Handheld
			6. Receiver
			7. Vehicular Repeater
	6. **Software, Supporting Equipment and Services Specifications:**

This section applies to all central site equipment, software, subscriptions, services, data and/or management of equipment purchased from the other categories, including cloud-based and/or on-premises components.

* + 1. Includes:
			1. Storage Devices and Services
			2. Digital Management Solutions
		2. Storage devices and services must not be used for data that is not relevant to this EPL.
		3. Digital management solution requirements:
			1. Include automatic security upgrades and enhancements;
			2. Securely share digital evidence with other organizations without creating copies or requiring data to leave agencies domain or control;
			3. Have the ability to redact recordings easily within the system, and create tags, markers, and clips while retaining the original data and clearly denoting the version has been edited by whom with date-time stamps;
			4. Be able to search multiple fields and categories to create cases from multiple evidence files;
			5. Automate category based video and digital evidence retention to assist with database management;
			6. Limit control access to digital evidence based on pre-defined roles and permissions of users;
			7. Include password authentication, such as security parameters, password complexity, IP based access restrictions, and multi-factor authentication support;
			8. Include capability for third party authentication and privilege grouping.
			9. Have the ability to recover any deleted evidence within 7 days of deletion;
			10. Support all major or commonly recognized digital file types such as mpeg, doc, pdf, jpeg, etc. (proprietary file formats are not solicited);
			11. Have the ability to upload video and files from a smartphone, tablet or computer directly to the software via an Internet browser;
			12. Have the ability to map interface a video recording location;
			13. Have the ability to upload video through an Internet connection; and,
			14. Have the ability to live-stream video.
	1. **Security Cameras and Access Control Systems**
		1. Security Cameras and the devices to record and monitor the audio and visual data are included in this category.
		2. Access Control Systems includes, but are not limited to:
			1. Electronic Door Locks
			2. Badge Systems
			3. Metal Detectors
			4. Turnstiles
			5. The device(s), software, and/or services to control the system
		3. Access verification methods include, but are not limited to, badge systems, PINs, or biometrics.
		4. Devices must be controlled via network, embedded system, or other similar digital system. Devices that do not meet these criteria are likely not under ITS purview and therefore cannot be included for purchase via this EPL.
1. **Global Inclusions and Exclusions**
	1. Installation, Training, and Maintenance services are part of the scope of the category of product they service and may be purchased separately.
	2. Products designated for use outside of the United States are excluded.
	3. Products designed for home-use are excluded.
	4. Cellular service contracts are excluded.
	5. Items or services outside of ITS Purview are excluded.
2. **Warranty**
	1. General Warranty Requirements and Definitions
		1. Vendor most provide a minimum one-year warranty covering all parts and labor to correct any defect in the proposed equipment. This warranty period must become effective from the delivery date of Vendor’s products/services.
		2. If an “On-Site warranty is proposed, the warrantor will, without charge, repair or replace a defective product. During the “on-site” period, the warrantor must come to the customer’s site to repair or pick-up the defective product.
		3. If a “Parts and Labor” warranty is proposed, the warrantor must replace or repair the defective product, but it is the customer’s responsibility to return the defective product to the warrantor for repair. This includes “return to depot”, “carry-in”, or “shipping to warrantor”, subject to shipping charges as defined below.
		4. The warranty must include the BASE Product and any items purchased with the base product.
		5. The “BASE Product” includes the components required to meet the minimum specifications as outlined for each of the categories.
		6. The “Internal EPL Components” are those selected from the EPL options at the time of purchase that are internal to the product.
		7. Non-EPL items are not automatically covered in the BASE Product or as an EPL Component purchased with the base product. Customer and Seller must negotiate a warranty separately if needed. NOTE: Vendor-defined options in any open-ended specifications are EPL items.
		8. Charges for shipping and handling must be borne by the Seller during the on-site warranty period or for the first year of the warranty if the items are not covered by an on-site warranty.
		9. After the expiration of the first year (for items without on-site coverage) or of the on-site warranty period and for the remainder of the warranty period, Seller is required to pay shipping from the manufacturer or repair facility back to the customer, however, Seller is not required to pay shipping from the customer to the manufacturer or repair facility.
	2. Seller will warrant software against defects in workmanship of product for a period of ninety (90) days from the date of sale of the licensed software or the system on which the software is loaded, whichever is applicable.